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	OSS 1
	MCIm:  In the event of unauthorized access for use of SBC MISSOURI’S OSS by MCIm personnel, should SBC be required to demonstrate that it incurred damages caused by the unauthorized entry, before MCIm is obligated to indemnify SBC?

SBC MISSOURI:  To what extent should MCIm be required to indemnify SBC MISSOURI in the event of unauthorized access for use of SBC MISSOURI’S OSS by MCIm personnel?


	OSS 2.2
	MCIm agrees to utilize SBC MISSOURI electronic interfaces, as described herein, for the purposes of establishing and maintaining Resale Services, UNEs, local number portability, or local Interconnection trunking through SBC MISSOURI.  In addition, MCIm agrees that for SBC MISSOURI such use will comply with SBC's Security Policies and Guidelines incorporated in Section 8.  Notwithstanding anything in this Appendix to the contrary, failure to comply with such security guidelines may result in forfeiture of electronic access to OSS functionality.  In addition, MCIm agrees to indemnify and hold SBC MISSOURI harmless against any claim made by an end user customer of MCIm or other third party against SBC MISSOURI caused by or related to MCIm’s use of any SBC MISSOURI OSS.    SBC MISSOURI shall be permitted to audit all activities by MCIm using any SBC MISSOURI OSS not more than once annually, upon written notice to MCIm.  Such written notice shall specify the type of information SBC MISSOURI is seeking and shall also specify the reason SBC MISSOURI is seeking the audit, including any alleged "misuse" of the OSS by MCIm.  MCIm shall provide the requested information within fourteen (14) days of receiving notice from SBC MISSOURI.  All such information obtained through an audit shall be deemed proprietary and shall be covered by the General Terms and Conditions.
	SBC MISSOURI’s proposed language is unreasonable since it would require MCIm to indemnify SBC MISSOURI even in the absence of any underlying fault on MCIm’s part.  Moreover, SBC MISSOURI’s proposed language is unnecessary since the parties have agreed to comprehensive indemnity provisions of general applicability in the GTC.


	MCIm agrees to utilize SBC MISSOURI electronic interfaces, as described herein, for the purposes of establishing and maintaining Resale Services, UNEs, local number portability, or local Interconnection trunking through SBC MISSOURI.  In addition, MCIm agrees that for SBC MISSOURI such use will comply with SBC's Security Policies and Guidelines incorporated in Section 8.  Notwithstanding anything in this Appendix to the contrary, failure to comply with such security guidelines may result in forfeiture of electronic access to OSS functionality.  In addition, MCIm shall be responsible for and indemnifies SBC MISSOURI against any cost, expense or liability relating to any demonstrated incident of unauthorized entry or access into, or use or manipulation of SBC’s OSS from MCIm systems, workstations or terminals or by MCIm employees or agents or any third party gaining access through information and/or facilities obtained from or utilized by MCIm and shall pay SBC MISSOURI for any and all damages that SBC MISSOURI can demonstrate are caused by such unauthorized entry or use.  SBC MISSOURI shall be permitted to audit all activities by MCIm using any SBC MISSOURI OSS not more than once annually, upon written notice to MCIm.  Such written notice shall specify the type of information SBC MISSOURI is seeking and shall also specify the reason SBC MISSOURI is seeking the audit, including any alleged "misuse" of the OSS by MCIm.  MCIm shall provide the requested information within fourteen (14) days of receiving notice from SBC MISSOURI.  All such information obtained through an audit shall be deemed proprietary and shall be covered by the General Terms and Conditions.
	If anyone – whether an MCIm employee or a third party – harms SBC MISSOURI’ OSS after gaining access to it through MCIm’s workstations or systems, or through MCIm’s information and/or facilities, MCIm should bear responsibility for that harm.   It is MCIm, not SBC MISSOURI, that controls access to the OSS through MCIms’ workstations and systems, and through information and/or facilities provided by MCIm, so it must be MCIm that bears responsibility for whatever harm may result from that access.

The Commission in Michigan agreed when it resolved this same arbitration issue in SBC’s favor in Case U-12952 and held (at p.28 of its 9/7/01 Order), “TDS is in the best position to ensure that its equipment and access to the OSS are not abused or misused.  Even if a situation arose in which unauthorized access could not be said to be TDS’s direct fault, if the access is gained through TDS’s equipment or personnel, TDS should be responsible for the damages that may result.”  SBC also prevailed on exactly this same issue in the parties’ Ohio arbitration. 



	OSS 2
	May MCIm view Customer Proprietary Network Information prior to obtaining authorization to become the End User’s local service provider?

	OSS 2.5, 2.6, 2.8
	2.5 Within SBC MISSOURI, and other SBC MISSOURI regions, MCIm’s access to pre-order functions described in Section 3.2.2.1 will only be utilized to view Customer Proprietary Network Information (CPNI) of MCIm’s end user customer accounts and any other end user customer accounts where MCIm has obtained an authorization for release of CPNI from the end user customer.  The authorization for release of CPNI shall comply with state and federal rules or guidelines concerning access to such information. MCIm’s obligation to obtain authority prior to accessing CPNI electronically, as set forth in the preceding provisions, is subject to modification in accordance with any governing regulatory decisions expressly addressing this subject matter.

2.6 MCIm will obtain authorization for change in local exchange service and release of CPNI that adheres to all requirements of state and federal law, as applicable CPNI, includes customer name, billing and service address, billing telephone number(s), any and all exemption status or current status of eligibility for reduced charges, and identification of features and services subscribed to by customer.

2.8  Intentionally Omitted.
	MCIm objects to SBC MISSOURI’s proposal to include language in the interconnection agreement that would prohibit MCIm from accessing the CSR until after the sale to the customer is completed, and would prevent MCIm from viewing the contract termination liability information that should be included in the CSR.  SBC MISSOURI’s proposal slows down the process of customer conversion by requiring that MCIm receive the information manually, rather than electronically, during the preorder process.  Also, SBC MISSOURI’ would significantly impair the way in which MCIm presently does business in MISSOURI. The MCIm position fully complies with applicable law and with its present practices throughout the country and has been accepted by

Verizon, BellSouth, and Qwest. Indeed, SBC MISSOURI appears to be the only RBOC that has chosen to attempt to re-define the stages of customer migration to include a new process called marketing.  The SBC MISSOURI position is not supported by the law and is contradicted by other portions of the “agreed to” language in the proposed interconnection agreement.


	2.5 Within SBC MISSOURI, and other SBC MISSOURI regions, MCIm’s access to pre-order functions described in Section 3.2.2.1 will only be utilized to view Customer Proprietary Network Information (CPNI) of MCIm’s end user customer accounts and any other end user customer accounts where MCIm has obtained an authorization for release of CPNI from the end user customer and has obtained an authorization to become the end user customer's Local Service Provider.  The authorization for release of CPNI shall comply with state and federal rules or guidelines concerning access to such information. MCIm’s obligation to obtain authority prior to accessing CPNI electronically, as set forth in the preceding provisions, is subject to modification in accordance with any governing regulatory decisions expressly addressing this subject matter.
2.6 MCIm will obtain prior to viewing information in SBC’s OSS authorization for change in local exchange service and release of CPNI that adheres to all requirements of state and federal law, as applicable CPNI, includes customer name, billing and service address, billing telephone number(s), any and all exemption status or current status of eligibility for reduced charges, and identification of features and services subscribed to by customer.

2.8  Throughout the SBC MISSOURI region, MCIm is solely responsible for determining whether proper authorization has been obtained and holds SBC MISSOURI harmless from any loss on account of MCIm’s failure to obtain proper CPNI consent from an end user customer.

	MCIm must have authorization to become the end user’s local service provider before it can electronically access pre-ordering information.  Otherwise, it would be using SBC’s OSS for marketing purposes, which is inappropriate.  Indeed, the FCC appears to limit CLEC unbundled access such that a CLEC must be “providing a qualifying service. … to access the incumbent LEC’s OSS to offer that service.”  TRO ¶ 563 MCIm is attempting to confuse the issues of CPNI and information available through SBC’s pre-order OSS interface.  OSS is comprised of pre-order, order, provisioning, maintenance/repair, and billing.  Use of OSS for marketing is not required, nor intended by the FCC’s interpretation of the Act.  Today SBC provides CPNI, in compliance with Section 222(c)(2) of the Act by mail, just as MCIm provides such information to SBC when SBC requests a CSR from MCIm.  There are no requirements for a carrier to provide CPNI electronically.  

As set forth above, MCIm is not allowed and SBC is not obligated to provide MCIm with access to subscriber information via OSS until the subscriber has granted MCIm authorization to become the end-user’s local provider—in other words until MCIm is in the actual pre-order phase.  Pre-order OSS interfaces are in place to facilitate the placing of a successful order.  If MCIm is not authorized to place an order, then MCIm is still in the marketing phase and is not authorized to access OSS system for marketing purposes to allow it to make sales quotes.  MCIm can accomplish its marketing and sales quotes sufficiently under its ability to view CPNI today and does not need to access the PreOrder OSS interface to do that.  It is an appropriate use of OSS to access pre-order if a carrier has the authority to convert a subscriber, but otherwise, the carrier is just shopping among the millions of end users served by thousands of carriers whose information is stored in SBC’s OSS.   
Section 2.8 language makes clear that MCIm is responsible for obtaining the appropriate authorization from the end user.  If they did not, and for example, an end user files a claim for slamming, then MCIm must defend SBC for MCIm’s failure to obtain the authorization.
 

	OSS 3
	Should MCIm be responsible for cost incurred as a result of inaccurate ordering or usage of the OSS?
	OSS 2.10
	MCIm agrees to use reasonable business efforts to submit orders that are correct and complete.  SBC MISSOURI will use reasonable business efforts to process MCIm’s orders before rejecting MCIm orders for accuracy and completeness.  The Parties agree to conduct internal and independent reviews for accuracy.  MCIm is also responsible for all actions of its employees using any of SBC’ OSS systems.  
	
	MCIm agrees to use reasonable business efforts to submit orders that are correct and complete.  SBC MISSOURI will use reasonable business efforts to process MCIm’s orders before rejecting MCIm orders for accuracy and completeness.  The Parties agree to conduct internal and independent reviews for accuracy.  MCIm is also responsible for all actions of its employees using any of SBC’ OSS systems.  As such, MCIm agrees to accept and pay all reasonable costs or expenses, including labor costs, incurred by SBC MISSOURI caused by any and all inaccurate ordering or usage of the OSS, if such costs are not already recovered through other charges assessed by MISSOURI to MCIm.
	MCIm must be responsible for how they use OSS.  Any careless use of the OSS, whether intentional or unintentional, can affect other CLECs and SBC, as well as MCIm themselves.

If MCIm used OSS in such a way as to affect other users of OSS, including other CLECs, MCIm must indemnify SBC from any claims that may arise. If SBC incurs costs, for example, to correct orders, systems and other impacts due to inaccurate ordering or usage of the OSS, then that cost should be paid for by MCIm. 




Key:
Underline represents language proposed by MCIm  and opposed by SBC.
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                Bold represents language proposed by SBC and opposed by MCIm. 


